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Automated License Plate Reader System
450.1   PURPOSE AND SCOPE
Frequently the Central Marin experiences patterns of criminal activity perpetrated by both
residents and non-resident criminals. Most of this criminal activity involves theft from vehicles,
burglaries and auto thefts. The Police Authority staff has determined that deployment of an
Automated License Plate Reader System (ALPRS) would be a desirable and cost effective
resource for suppression of these crimes. The Police Authority has concluded that such a system
will enhance public safety in the City of Larkspur, the Town of Corte Madera, and the Town of
San Anselmo.

It is the intent of the Police Authority to:

1. Ensure that ALPRS is capable of effectively and efficiently achieving its articulated purpose.

2. Ensure that the design, scope and capabilities of the ALPRS minimize its negative impact on
privacy.

3. Create technological and administrative safeguards to reduce the potential for misuse and
abuse of the system which complies with current California and Federal laws.

450.2   POLICY
The Central Marin operates an ALPRS as an investigative resource for the sole purpose of creating
a safer environment and community for all those who live, work and visit our jurisdiction. This
policy provides guidelines for ALPRS operation

450.3   DEFINITIONS

450.3.1   ALPRS
A portable and non-portable, fixed system consisting of a camera, or cameras, and related
equipment used to capture, record, transmit and store license plate and vehicle images/data
recorded on public spaces for use in criminal investigations; and for searching data files for
vehicles wanted or sought in connection with the commission of a serious crimes; and capable of
promptly notifying the Police Authority of the presence of such vehicles in our jurisdiction.

450.4   EQUIPMENT AND LOCATIONS
ALPRS cameras used by the Police Authority will be in fixed or mobile locations in public space
approved by the Chief of Police. These cameras will be positioned to only record rear or front
images of vehicles and their license plates. These cameras will not have pan, tilt and zoom
capabilities or the ability to record sound. These cameras will not be installed in, or directed at
any space where a reasonable expectation of privacy exists.



Central Marin Police Authority
Policy Manual

Automated License Plate Reader System

Automated License Plate Reader System - 2
Adoption Date: 2016/02/11
© 1995-2016 Lexipol, LLC

450.5   USER ACCESS
Images/data will be continuously recorded. Images/data will be transmitted and stored to a
dedicated computer at the Northern California Regional Intelligence Center (NCRIC) for one year.
NCRIC mission is to safeguard the community by serving as a dynamic security nexus for local
Bay Area law enforcement agencies. CMPA and NCRIC determined that it would be mutually
beneficial to cooperate and coordinate in providing the highest level of public safety to the public,
guided by the principle that performing cooperatively is in the best interest of the public.

Access to the images/data will be limited to police officers and detectives. Access is for the sole
purpose of identifying vehicles suspected of being occupied or operated by person(s) responsible
for crimes under investigation by the Police Authority or other law enforcement agencies.

Access will require a unique login/password for each authorized user of the system. User names
and passwords will be issued by the designed system administrator to individuals approved by
the Chief of Police. The system will record user access for audit purposes.

Real time access and viewing may be authorized by the Chief of Police, the Police Lieutenant
or the watch Commander to facilitate emergency traffic or disaster management, or when it is
reasonable to believe such use may result in the apprehension of an at large felony suspect known
or suspected of being in or en-route to our jurisdiction.

450.6   TRAINING
Personnel authorized to access the ALPRS will be appropriately trained and supervised in use of
the equipment and this policy. There should be annual department training regarding the access
and use of ALPRS programs and equipment.

450.7   PROHIBITED ACTIVITY
System use shall be conducted in a professional, ethical and legal manner. The ALPRS will not be
used for any purpose not directly related to a criminal investigation, a reported crime, or disaster
management.

450.8   IMAGE/DATA STORAGE
All images/data will be stored in a secure area with access restricted to authorized persons except
that images/data retained in connection to a criminal investigation shall be transferred to suitable
storage medium and placed into evidence in accordance with current departmental evidence
procedures.

CMPA and NCRIC have entered into a Memorandum of Understanding (MOU) designating
NCRIC as the host for CMPA motor vehicle license plate recognition information and informational
technology services. CMPA and NCRIC agree to enforce and maintain security requirements for
the information stored in the ALPRS data repositories as specified in the Information Practices
Act, the Public Records Act, California Attorney General's Model Standards and Procedures for
Maintaining Criminal Intelligence Files and Criminal Intelligence Operational Activities, and 28
Code of Federal Regulations (CFR) Part 23.
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450.9   RELEASE OF IMAGES
The release of images/data shall be done only with the authorization of the Chief of Police
or the Police Lieutenant, or in compliance with a search warrant, subpoena, court order or in
accordance with a federal or California statute. Images/data released under such conditions
shall be transferred to a disc and placed into evidence and released in accordance with current
departmental evidence procedures under the supervision and control of the Evidence Technician.

450.9.1   ALLIED AGENCY INVESTIGATIVE REQUESTS
Requests for images/data from other government agencies required for a criminal investigation
shall be submitted to the Investigative Sergeant, who will promptly review the request for
conformity with this policy before any release. The images/data requested shall be preserved
until the request has been reviewed. Release of any images will be in accordance with current
departmental evidence procedures and California state law.

450.9.2   PUBLIC RECORDS ACT REQUESTS
Images/data captured by ALPRS are exempt from release pursuant to the California Public
Records Act (CPRA) Government Code Section 6254.

450.10   ANNUAL REVIEW OF THE ALPRS
The Chief of Police or his/her designee should conduct an annual review of the ALPRS. The
annual review will include an inventory of all ALPRS related equipment, annual system costs and
a summary of any policy violations, or a statement of compliance with the established policy.
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